THE ISC MODULE
Identify, Quantify and Manage your Risk

The Interagency Security Council (ISC) Risk Management Process (RMP), consistent with Executive Order 12977 and amended by Executive Order 13286, is intended to be applied to all buildings and facilities in the United States occupied by Federal employees for nonmilitary activities to include: existing owned, to be purchased or leased facilities, stand-alone facilities, Federal campuses, individual facilities in Federal Campuses, and special use facilities.

The RMP defines the criteria and processes that those responsible for the security of a facility should use to determine its facility security level (FSL), and provides an integrated, single source of physical security countermeasures for all Federal facilities. The standard further provides guidance for customization of the countermeasures for facilities and the integration of new standards and concepts contained in the Interagency Security Committee’s (ISC) published guidelines.

EPRM administers the results from the RMP in one simple analysis, identifying areas of wasted resources that can be applied to unmitigated risks. For a more comprehensive and granular approach, the software also includes its own analysis, taking a deeper look into the assessment results.